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Privacy information for participation in our webinars  
 

The protection of your personal data is an important concern for Oerlikon Textile GmbH & Co KG 
("Oerlikon") and the other companies in the Oerlikon group. Therefore, we conduct our business in 
compliance with applicable laws on data privacy protection and data security. In the following, we would 

like to inform you in accordance with the provisions of the EU General Data Protection Regulation 
(Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 - hereinafter 

"GDPR") about the processing of your personal data in connection with your participation in one of our 
webinars. In addition, our general data protection information applies, which you can download here. 
 

1. Responsible 
 

Oerlikon Textile GmbH & Co KG 
Leverkuser Strasse 65  
42897 Remscheid 

Germany 
e-mail: datenschutz.manmade-fibers@oerlikon.com 

Fax: +49 (0) 2191 67 2216 
 

2. Data protection officer 
 
Data protection officer of Oerlikon Textile GmbH & Co KG 

c/o Oerlikon Textile GmbH & Co KG 
Leverkuser Strasse 65 

42897 Remscheid 
Germany 
 

can also be reached by email at dsb.manmade-fibers@oerlikon.com 
 

3. Scope of this privacy notice 
 

This information refers to the way in which we collect and use your data when you participate in our 

webinars via the GoToWebinar platform.  
 

4. Data collection and processing 
 

With regard to the participation in our webinars via the GoToWebinar platform, you will find below an 
overview of the categories of data that can be processed in this context: 
 

 Personal identification data (first name, surname, title); 
 Business contact details (e-mail address, telephone number, address, country); 

 Job-related data (position, function, employer) 
 Data from the webinar (e.g. answers to surveys - percentage answers only, questions asked) 

 

If you take part in one of the webinars, the following information may be collected automatically: 
 

 Device information (such as your hardware model, IMEI number and other unique device 
identifiers, MAC address, IP address, operating system version and settings of the device you 
are using to access the Services); 

 Log data 
 

Please note that individual webinars are recorded and then made available to our customers and 
interested parties as a stream via the Internet. The questions you ask our staff are only visible to us 

and are not shown to other participants. Your microphone is muted by default. Should you wish to ask 

https://www.myoerlikon.com/en/Data-protection
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a question orally, please announce this in the question function. Our staff will then interrupt the recording 
for the duration of your speech so that your voice is not recorded.  

 
Your presence in the seminar is only visible to us and is not shown to the other participants of the 

seminar.  
 
5. Data use and purpose limitation 

 
We use your personal data first of all for the implementation of the webinar and to enable you to 

participate in it. If you participate in one of our webinars, we will store your personal identification data, 
your business contact data and your job-related data in our customer management system (CRM), if 
necessary. This only takes place when you actually dial into the seminar. You can find our data 

protection information for our CRM system at: 
https://www.oerlikon.com/ecoma/files/Data_Privacy_Notice_CRM.pdf 

We may further use your data for other legitimate reasons and for various legitimate operational 
purposes. Below you will find an overview of the purposes for which we may process your data: 

 
 Assessment and (re)inspection of (potential) customers, suppliers and/or business partners 

(e.g. to carry out due diligence); 

 Conclusion and execution of contracts (e.g. sale, invoicing, delivery of products or services, 
registration with mobile apps or websites, warranty, service notifications, account 

management); 
 Support at the request of the person concerned (e.g. support via communication channels, such 

as customer or contact centre support) 

 Security and protection of our interests/assets (e.g. use and maintenance of technical and 
organisational security measures, conducting internal audits and investigations, conducting 

conflict of interest audits); 
 Fulfilling legal obligations (e.g., disclosing information to governmental institutions or regulators 

in accordance with applicable laws in each of the countries in which we operate, such as tax 

and social security deductions, recording and reporting requirements, conducting compliance 
audits, implementing governmental audits and other requests from governmental or other public 

authorities, responding to legal process such as subpoenas, asserting legal rights and claims, 
and managing internal complaints or claims) 

 Defence of legal claims (e.g. assertion and exercise or defence of legal claims to which we are 
or could be exposed). 
 

If we ask you to provide us with information but you do not, we may not be able to provide you with the 
full functionality of our products, services, systems or applications. We may also not be able to respond 

to requests you make. 
 
6. Legal basis for data processing  

 
In order to be able to process your data, we can rely on various legal bases, in particular in the case of 

participation in our webinars and storage in CRM: 
 

 Your consent pursuant to Art. 6 para. 1 sentence 1 lit. a), Art. 7, Art. 9 para. 2 lit. a) GDPR (only 

if required or permitted by law). If we rely on your consent as the legal basis for processing your 
data, you may revoke your consent at any time; 

 the necessity to enter into a contractual relationship with you and to fulfil our contractual 
obligations in accordance with Art. 6 Para. 1 S. 1 lit. b) GDPR; 

 the need to pursue our legitimate interests under Art. 6 para. 1 sentence 1 lit. f) GDPR, in 
particular  

 Implementation and facilitation of participation in our webinars; 

 Storage of your data as a prospect or customer in our CRM system; 
 any other legal basis that is in any way permissible under local law. 

https://www.oerlikon.com/ecoma/files/Data_Privacy_Notice_CRM.pdf
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7. Data transfer  

 
Personal data will only be transmitted to state institutions and authorities within the scope of mandatory 

national legal provisions. We may transfer your personal data within our parent company OC Oerlikon 
Corporation AG in order to provide you with the best possible service and information. Our employees, 
agencies and dealers are obliged by us to maintain confidentiality. 

 
Your personal data will not be passed on, sold or otherwise transferred to third parties, unless this is 

necessary within the scope of our business purpose or for the purpose of processing a contract or you 
have given your express consent. For example, when ordering products or services, it may be necessary 
for us to pass on your address and order data to our contractual partners or when commissioning special 

service providers who support us in our activities. We may share your information with other parties, 
such as professional advisers, e.g. banks, insurance companies, auditors, lawyers, accountants or other 

professional advisers. 
 

We also commission external service providers to perform certain tasks and provide services on our 
behalf and according to our instructions. These external service providers support us in our IT solutions, 
operate our data centres, provide customer or payment services, send electronic messages, assist us 

in combating fraud, carry out risk assessments and ensure compliance in the areas of export control, 
ITAR and trade control or, as in the present case, enable us to offer you webinars. External service 

providers only have access to personal data that they need to perform their specific tasks. These 
external service providers have undertaken to us in data processing agreements to use personal data 
only in the context of the agreed outsourcing, to protect your data and not to sell it to other third parties. 

 
We may also disclose your information in connection with a business transaction, such as the sale of a 

business or part of a business to another business or as part of a restructuring, merger, joint venture or 
other disposition of our business, assets or shares (including in connection with insolvency or similar 
proceedings). 

 
8. Data transmission abroad 

 
Due to our global nature, information you provide may be transferred to or accessed by our affiliates 

and trusted third parties. Therefore, your data may be processed outside the country in which you live 
if this is necessary to fulfil the purposes described in this notice. 
 

If you are in a member state of the European Economic Area, we may transfer your data to countries 
outside the European Economic Area. Some of these countries offer a sufficient level of protection 

according to the European Commission. In addition, transfers may also be made to countries whose 
data protection laws do not provide adequate protection. A list of the countries in which Oerlikon is 
represented can be found at www.oerlikon.com. When we transfer your personal data, we ensure that 

the international transfer is in accordance with the applicable data protection laws.  
 

9. Deleting the data 
 

We will retain your data for the time necessary to fulfil the purposes for which it was collected (for details 

of these purposes, please see the section on "Data use and purpose limitation" above).  
 

In the context of processing your personal data in connection with your participation in our webinars, the 
deletion period is two years from the end of the webinar. The deletion periods regarding your personal 

data that we store in our CRM system can be found in the separate data protection information.  
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10. Data security 
 

We use technical and organisational security measures to protect your data managed by us against 
manipulation, loss, destruction and against access by unauthorised persons. Our security measures are 

continuously improved in line with technological developments. We require our service providers to take 
appropriate measures to protect the confidentiality and security of your personal data. 
 

11. Your possibilities 
 

As a person affected by the processing of personal data, you can exercise certain rights. In accordance 
with Art. 15 GDPR, you have the right to obtain information about the data stored about you. If incorrect 
personal data have been processed, you have the right to have them corrected in accordance with Art. 

16 GDPR. If the legal requirements are met, you can request the deletion or restriction of the processing, 
as well as object to the data processing (Art. 17, 18 and 21 GDPR). According to Art. 20 GDPR, you 

can assert the right to data transferability in the case of data that is processed automatically on the basis 
of your consent or a contract with you. If you have given us your consent, you can revoke it at any time. 

Please note that the revocation of consent does not affect the lawfulness of the processing carried out 
up to the revocation. These rights can be asserted against Oerlikon Textile GmbH & Co KG at the 
address stated above under "Responsible" by post, e-mail or fax. 

 
If you are of the opinion that data processing violates data protection law, you have the right to complain 

to a data protection supervisory authority of your choice (Art. 77 GDPR in conjunction with § 19 BDSG). 
This also includes the data protection supervisory authority responsible for us, which you can reach at 
the following contact details: State Commissioner for Data Protection and Freedom of Information North 

Rhine-Westphalia, P.O. Box 200444, D-40102 Düsseldorf 
 
Status: 30.09.2020 


